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From: Caroline C. Jones, Deputy Commissioner/General Counsel 

To: State Savings Bank Presidents and Chief Executive Officers 

 

FBI UPDATE RELATING TO DISTRIBUTED DENIAL 

OF SERVICE (DDoS) ATTACK ACTIVITY 
August 8, 2013 

 

For Your Information: The FBI has released updated information concerning the recent 

Distributed Denial of Service (DDoS) attack activity that may be helpful to your institution, 

especially your internal IT support staff. Two specific botnets, "Brobot" and 

"Kamikaze/Toxin" have been used in over 350 separate DDoS attacks. The spreadsheet in 

the link below contains indicators associated with the attacks, that will allow IT personnel to 
enable network defense activities and reduce the risk of similar attacks in the future. 

The FBI provided the spreadsheet which contains attacking scripts, IP addresses, internet 

service provider (ISP, also called internet access provider) information and other indicators 

related to activity conducted by cyber actors. The information may assist in identifying and 

removing malicious code from compromised systems and prevent further computer network 

exploitations by these specific actors. 
 

 

 

http://www.sml.texas.gov/StateSavingsBanks/documents/ssb_news_information/thrift_email_blast_20130808_ddos_attack_activity.pdf
http://csbs.informz.net/z/cjUucD9taT0yNTM1NzEwJnA9MSZ1PTc2MDMxODkyMyZsaT0xMzMxMjk3Mw/index.html
http://www.sml.texas.gov/

